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WASHINGTON ASSOCIATION OF SHERIFFS AND POLICE CHIEFS 
Model Policy on Identity Theft  

Policy, Procedures, and Victim Referral Information 
 

 
Definition - Identity theft is the wrongful appropriation of an individual’s personal 
information without their knowledge or permission to commit fraud or theft. 
 
Problem - Identity theft is one of the fastest growing crimes in America.  It is estimated 
that one person per minute will have their identity stolen in a year’s time.  The 
Information Age affords would-be identity thieves countless opportunities to steal 
personal information, fraudulently incur debt, and leave the person's credit history a 
tangled mess.  Many identity thieves obtain information by stealing a purse or wallet, 
through information available on the Internet, or by mail theft. Usually the victim does 
not know how the thief obtained the information.   
 
Policy Statement - As of July 1, 2001, RCW 9.35.020 allows law enforcement officials 
to aggressively investigate and prosecute identity thieves. It establishes jurisdiction for 
Identity Theft to either where the victim lives in or in the county where any part of the 
offense takes place. It provides avenues for a victim to correct public records and block 
adverse credit reports.  It requires businesses to provide victims with information about 
fraudulent transactions made in their name.  It is the policy of this department to actively 
pursue the perpetrators of these crimes, prosecute them, and minimize or prevent 
victimization. 
 
Procedure - An offense report will be taken on all cases of reported identity theft. This 
should be taken in person so as to attempt to verify the victim’s identity through other 
available means of documentation e.g., drivers license, passport, work identification, etc.  
 
♦ Document as best as possible how the victim’s personal information was stolen, how 

it has been used, if known, and the extent of the financial impact to the victim.   
 

♦ Provide the victim the case report number, as they will need it as they work through 
the civil impacts of this crime. 

 

♦ Cases will be cleared with the offensive/clearing code specific to identity theft. When 
applicable, this information will be reported to WASPC on a monthly basis for 
tracking purposes. 

 

♦ Arrangements will be made with the victim to have their fingerprints taken by the law 
enforcement agency taking the report.  There will be no cost to the victim. 

 



-2- 

♦ The agency will then instruct the victim on how to send the completed fingerprint 
card and payment to the Washington State Patrol.  (The State Patrol has established a 
fee for this service.)  A supply of personal identification cards and pamphlets will be 
obtained from the State Patrol to give to local victims of identity theft.    

 
♦ Officers will provide victims with an Identity Theft Victim Information Sheet so as to 

best minimize their victimization. 
 
Applicable RCW’s and Criminal Penalties 
 
RCW 9.35.020(1) now reads as follows: 

 
No person may knowingly obtain, possess, use, or transfer a means of 
identification or financial information of another person, living or dead, with the 
intent to commit, or aid or abet, any crime1. 

 
♦ It is no longer necessary to prove the identity thief actually used the stolen ID to 

commit a felony, or had the intent to harm the victim.  However, the state will still 
have to prove the thief intended to commit, or aid or abet, another crime. 

 
♦ An identity thief caught with a cache of identities belonging to different victims can 

be charged with multiple counts of Identity Theft under circumstances evidencing the 
intent to use those identities to commit any crime. 

 
Identity Theft in the First Degree: RCW 9.35.020(2)(a): 

 
Violation of this section when the accused or an accomplice uses the victim’s 
means of identification or financial information and obtains an aggregate total of 
credit, money, goods, services, or anything else of value in excess of one thousand 
five hundred dollars in value shall constitute identity theft in the first degree.  
Identity theft in the first degree is a class B felony. 

 
Identity Theft in the Second Degree: RCW 9.35.020(2)(b): 

 
Violation of this section when the accused or an accomplice uses the victim’s 
means of identification or financial information and obtains an aggregate total of 
credit, money, goods, services, or anything else of value that is less than one 
thousand five hundred dollars in value, or when no credit, money, goods, services, 
or anything of value is obtained shall constitute identity theft in the second degree.  
Identity theft in the second degree is a class C felony. 

                                              
1 RCW 9.35.020(5) The provisions of this section do not apply to any person who obtains another person's 

driver's license or other form of identification for the sole purpose of misrepresenting his or her age. 
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Fingerprint Identification System for Verifying Identity: (RCW 43.43.760) 
 

Washington State Patrol now has a system whereby the victims of ID theft can 
have their fingerprints taken at any police department or sheriff’s office and sent 
to the state patrol to be run through the AFIS computer.  The state patrol then 
issues a letter to the victim verifying that their fingerprints are on file with the 
state patrol.  The letter contains a notice to businesses regarding their obligations 
to provide information to the victims.  The letter serves as a means of 
identification for the victim. 

 
SRA Scoring:  Identity Theft was previously an unranked felony, making the standard 
sentencing range for each count, regardless of any prior or concurrent criminal history, 0 
to 12 months of confinement. 

 
♦ Identity Theft in the first degree is ranked as a level VI offense on the sentencing grid.  

(Standard sentences range from 3 – 9 months to 63 – 84 months, depending on the 
offender’s prior or concurrent criminal history.) 

 
♦ Identity Theft in the second degree is ranked as a level II offense on the sentencing 

grid.  (Standard sentences range from 0 – 3 months to 43 – 56 months, depending on 
the offender’s prior or concurrent criminal history.) 

 
December 11, 2002 
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Identity Theft Victim Information Sheet For Officer Referrals 
 
How the Law Applies to Victims: 
 
Court Orders to Correct Public Record 

Upon a criminal conviction the law authorizes the courts to issue an order for the victim 
to use in correcting public records that contain false information due to the theft of 
identity.  For example - arrest records in the victim's name that were the result of the 
defendant using the victim's name at the time of arrest. 

 
Consumer Protection Remedies 

The criminal provisions also constitute violations of the Consumer Protection Act (CPA), 
and victims and the Attorney General’s Office (AGO) can pursue civil actions against the 
perpetrators using the protections of the CPA (RCW 9.35.800).  Also, the following civil 
provisions all contain CPA remedies whereby the victims and/or the AGO can enforce 
compliance. 

   
Businesses Required to Provide Information to Victims (RCW 9.35.040) 

The law requires businesses that have information relevant to the identity theft to provide 
that information to a victim once the victim provides positive proof of their identity and a 
copy of their police report.  For example, the victim now has the legal right to require a 
business to hand over their records about the credit account the ID thief opened in the 
victim's name.  Those records often contain critical information the victim needs in order 
to prove they were not the person who is responsible for that account.  It is also 
information the victim can then provide to law enforcement to assist them in their 
investigation. 

 
The business may require the victim to provide all or some of the following items before 
complying with this section: 

 
 A copy of a government-issued photo identification card; 
 A copy of a filed police report evidencing the victim's claim; and 
 A written statement from the state patrol verifying the victim has completed the 

fingerprint verification program under RCW 43.43.760.  
 

Blocking Bad Information From Credit Reports (RCW 19.182.160) 
The law also provides a civil remedy for consumers.  Under the law, a victim of identity 
theft can block any adverse credit reports resulting from the crime by filing the police 
report of the crime with the credit-reporting agency and supplying the agency with other 
proof of identification similar to those above.  Provisions are made for denial and 
removal of the block in cases of fraud or error.  The effect is that the victim's credit 
record is restored to reflect only the victim's true credit history. 

 
Limitations Imposed on Collection Agencies (RCW 19.16.250) 

A collection agency may not call a debtor (victim) more than one time in 180 days in 
order to collect on debts associated with fraudulent checks, as long as the victim 
forwards information regarding the alleged theft to the collection agency.  The victim 
must provide the collection agency with the relevant police report and proof of the 
victim's identity similar to the provisions above. 
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IIDDEENNTTIITTYY  TTHHEEFFTT  
WWHHEERREE  TTOO  GGOO  FFOORR  MMOORREE  IINNFFOORRMMAATTIIOONN  

 
 
FFeeddeerraall  TTrraaddee  CCoommmmiissssiioonn::    AAcccceeppttss  ccoommppllaaiinnttss  ffrroomm  IIDD  tthheefftt  vviiccttiimmss::    hhttttpp::////wwwwww..ccoonnssuummeerr..ggoovv//iiddtthheefftt 
  

IIddeennttiittyy  TThheefftt  HHoottlliinnee::  11--887777--IIDDTTHHEEFFTT  
TToo  rreeqquueesstt  tthhee  bbooookklleett  ""IIDD  TThheefftt,,  WWhheenn  BBaadd  TThhiinnggss  HHaappppeenn  ttoo  YYoouurr  GGoooodd  NNaammee""::  

    CCaallll  11--887777--FFTTCC--HHEELLPP  oorr  mmaaiill  aa  rreeqquueesstt  ttoo;;    
FFTTCC,,  CCoonnssuummeerr  RReessppoonnssee  CCeenntteerr  
660000  PPeennnnssyyllvvaanniiaa  AAvvee..  NN..WW..  
WWaasshhiinnggttoonn  DD..CC..    2200558800  

  
WWaasshhiinnggttoonn  SSttaattee  AAttttoorrnneeyy  GGeenneerraall’’ss  OOffffiiccee::    PPoossttss  ddeettaaiilleedd  iinnffoorrmmaattiioonn  aabboouutt  IIDD  tthheefftt  oonn--lliinnee  aatt::  
http://www.wa.gov/ago/consumer/idtheft  
  

CCoonnssuummeerr  RReessoouurrccee  CCeenntteerrss  ––  PPrroovviiddee  ssttaatteewwiiddee  IIDD  TThheefftt  eexxppeerrttss  wwhhoo  ccaann  rreeffeerr  yyoouu  ttoo  tthhee  pprrooppeerr  aauutthhoorriittiieess  aanndd  wwhhoo  ccaann  
aassssiisstt  ccoonnssuummeerrss  aanndd  bbuussiinneesssseess  rreeggaarrddiinngg  tthhee  nneeww  llaaww..  CCaallll  11--880000--555511--44663366  

  
CCrreeddiitt  RReeppoorrttiinngg  AAggeenncciieess::    IItt  iiss  iimmppoorrttaanntt  ttoo  iinncclluuddee  yyoouurr  ssoocciiaall  sseeccuurriittyy  nnuummbbeerr  aanndd  ccuurrrreenntt  aaddddrreessss  wwhheenn  wwrriittiinngg  ttoo  tthhee  ffoolllloowwiinngg  
tthhrreeee  ccrreeddiitt  bbuurreeaauuss::  
  

EEqquuiiffaaxx::    http://www.equifax.com  
PP..OO..  BBooxx  774400224411  
AAttllaannttaa,,  GGAA  3300337744  
OOrrddeerr  CCrreeddiitt  RReeppoorrtt::  11--880000--668855--11111111  
RReeppoorrtt  FFrraauudd::  11--880000--552255--66228855  

  
EExxppeerriiaann::    http://www.experian.com  
NNaattiioonnaall  CCoonnssuummeerr  AAssssiissttaannccee  CCeenntteerr  
PP..OO..  BBooxx  22000022  
AAlllleenn,,  TTXX  7755001133  
OOrrddeerr  CCrreeddiitt  RReeppoorrtt::  11--888888--EEXXPPEERRIIAANN  
RReeppoorrtt  FFrraauudd::  11--888888--EEXXPPEERRIIAANN  
      
TTrraannssUUnniioonn::    http://www.transunion.com  
PP..OO..  BBooxx  22000000  
CChheesstteerr,,  PPAA  1199002222  

  OOrrddeerr  CCrreeddiitt  RReeppoorrtt::  11--880000--888888--44221133  
  RReeppoorrtt  FFrraauudd::  11--880000--668800--77228899  
  
SSoocciiaall  SSeeccuurriittyy  AAddmmiinniissttrraattiioonn  

EE--MMaaiill::    oig.hotline@ssa.gov  
FFrraauudd  HHoottlliinnee::    11--880000--226699--00227711  
FFAAXX::  11--441100--559977--00111188  
MMaaiill::  PP..OO..  BBooxx  1177776688  
BBaallttiimmoorree,,  MMDD  2211223355      

  
UU..SS..  PPoossttaall  SSeerrvviiccee::    IIff  tthheefftt  ooff  UU..SS..  MMaaiill  iiss  iinnvvoollvveedd,,  oorr  aa  ffrraauudduulleenntt  cchhaannggee  ooff  aaddddrreessss  hhaass  bbeeeenn  ffiilleedd,,  ccoonnttaacctt  tthhee  UU..SS..  PPoossttaall  
IInnssppeeccttoorr  iinn  yyoouurr  aarreeaa  oorr  oonnlliinnee  aatt::   http://www.usps.com/postalinspectors  
  
DDeeppaarrttmmeenntt  ooff  MMoottoorr  VVeehhiicclleess::      If a false driver's license was obtained in your name, or someone is using your driver's license 
number call 360-664-8885 or write: 

DDeeppaarrttmmeenntt  ooff  LLiicceennssiinngg  
DDrriivveerr  RReessppoonnssiibbiilliittyy--FFrraauudd  UUnniitt  
PP..OO..  BBooxx  99003300  
OOllyymmppiiaa,,  WWAA    9988550077--99003300..  
Email: drvfraud@dol.wa.gov  
Or online at: http://www.wa.gov/dol  
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